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Abstract 

Encryption study basically deals with three levels of algorithms. The first algorithm deals with 

encryption mechanism, second deals with decryption Mechanism and the third discusses about the 

generation of keys and sub keys used in the encryption study.  In the given study, a new algorithm is 

discussed which generates a random sequence which is used as sub key for encryption process. The 

algorithm executes a series of steps and generates a sequence. This sequence is being used as sub key 

to be mapped to plain text to generate cipher text. The strength of the encryption & Decryption process 

depends on the strength of sequence generated against crypto analysis. In this part of work some 

statistical tests like Uniformity tests, Universal tests & Repetition tests are tried on the sequence 

generated to test the strength of it. 

 

Keywords: Encryption & Decryption Mechanism, Key & Sub key Generation, Statistical tests, 

Strength of the algorithm. 

 

 

1. Introduction 

 A crypto system [1-5] is an algorithm, plus all possible plain texts, cipher texts and keys. 

There are two general types of key based algorithms: symmetric and public key. With symmetric-key 

encryption, the encryption key can be calculated from the decryption key and vice versa. With most 

symmetric algorithms, the same key is used for both encryption and decryption. 

         Implementations of symmetric-key encryption can be highly efficient, so that users do not 

experience any significant time delay as a result of the encryption and decryption. Symmetric-key 

encryption also provides a degree of authentication, since information encrypted with one symmetric 

key cannot be decrypted with any other symmetric key. Thus, as long as the symmetric key is kept 

secret by the two parties using it to encrypt communications, each party can be sure that it is 

communicating with the other as long as the decrypted messages continue to make sense.  

           Symmetric-key encryption is effective only if the symmetric key is kept secret by the two 

parties involved. If anyone else discovers the key, it affects both confidentiality and authentication. A 

person with an unauthorized symmetric key not only can decrypt messages sent with that key, but can 

encrypt new messages and send them as if they came from one of the two parties who were originally 

using the key.  
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2. Algorithm [6-11] 

The new algorithm has the following features 

1. A set of poly alphabetic substitution rule is used. 

2. A new block cipher is developed. 

3. A Random matrix is being used as key.   

4. Generated sequence being used as sub key. 

5. Coding method. 

The steps that are involved in the proposed algorithm. 

1. A sequence of n values say n=0-26 is considered. 

2. This sequence is represented in ternary format. 

3. Let this be “B”. 

4. 1 is subtracted from all the values of ternary vector. 

5. A random matrix is used as a key. Let it be A. 

6. The modified ternary vector is multiplied with the matrix key. 

7. A sign function is applied on the product of ternary vector & matrix key. 

8. 1 is added to all values of step 7. 

9. A sequence is generated which is used as sub key 

10. Equality of values of the sequence generated by step 9 are considered to develop a random 

sequence. 

 

Example 

 

Step1: 

            Consider the sequence for n= 0 to 26 values. 

 

Step2:    

            Convert the sequence to ternary form of a 3 digit number 

            i.e. 0 ------- 000 

                  1-------- 001 

                  2-------- 002 

                       . 

                       . 

                       . 

                26-------- 222 
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Step3: 

 

          Represent above ternary form in 27x3 matrix  
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Step 4: 

          Subtract 1 from each element of the above matrix and the resulting matrix R is 
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Step5:  

            Consider a random matrix  
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Step6: 

        R= R X A 

 

 









































































































































171

247

5113

164

432

708

359

623

913

541

215

1211

336

000

336

1211

215

541

913

623

359

708

4312

164

5113

247

171

R

 

 

 

 

 

 

 

 



 

International Journal of Advancements in Technology (IJoAT)    http://ijict.org/          ISSN 0976-4860 

 

Vol 1, No 1 (June 2010) ©IJoAT    18 

 

Step7: 

 

           Convert all positive values to 1, negative values to -1 and zero to 0 of the resulting matrix of 

step 6. 
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Step8:   Add 1 to each element of the matrix R 
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Step9: 

 

        Convert each row of the matrix R to decimal form to generate sequence. 

ie 0 0 2 will form 0*3 
2
+0*3 

1
+2*3 

0
 = 2  

 

The sequence formed is  =   2   0    0    18   0    3   18   18  6  20  2     6    20  13   6   20  24   6   20    8   

8   23   26   8   26   26   24. 

 

Generating Sub keys from sequence generated: 

 

1. n [27]= 0      1      2      3     4       5……………………………………………...26 

 

2. r [27] = 2     0      0     18   0       3   18   18  6  20  2     6    20  13   6   20  24   6   20    8   8   23   26   

8   26   26   24. 

 

3. Read n[0]=0. Store the values of n[0],r[0] in  a basin. ie b(0)=(0,2). 

4.1. n[0] ie. „0‟ is compared with r[27] values. There is a match at r[1],r[2] & r[4]. Neglect already 

visited elements. Thus b(0)=[0,1,2,4). 
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4.2 Step 4.1 is repeated with other elements of basin ie. 1, 2 & 4 values. For elements 1& 4, there is no 

match of values in r[27]. For element 2, there is a match at r[10]. Thus the basin b(0) is 

updated to (0, 2, 1, 4 &10). 

5. The procedure is repeated for the next element of the sequence of step 1 which is not visited earlier. 

The random sequence formed is  

(0,2,1,4,10,3,18,5,6,7,8,11,14,17,19,20,23,9,12,15,21,13,24,26,16,22,25) 

This can be used as sub keys in encryption decryption process. 

 

4. Case Studies: 

Different cases using different keys have been tried to test the strength of algorithm against crypto 

analysis. 

  

Case 1: 

Considering the key A of size (3*3) 

                                       

A   =     key        

324

313

652





 

Sequence generated from the proposed model 

 

r=2  0  0  18  0  3  18  18  6  20  2  6  20  13  6  20  24   6  20 

r=  8  8  23    26   8   26   26   24. 

  

Considering the equality of values, the random sequence that can be formed using this  sequences are 

(0,2,1,4,10,3,18,5,6,7,8,11,14,17,19,20,23,9,12,15,21,13,24,26,16,22,25) 

 

Case 2: By increasing the values of key by 1 at each row 

        A  =   key   =    

325

314

653





 

Sequence generated 

r= 1 0 0 18 0  0  18 18 3 20 2 6 20 13 6 20 24 6 23 8 8 26 26 8 26 26 25. 
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The random sequence generated from this sequence is 

0,1,2,4,5,10,3,18,8,6,7,19,20,23,11,14,17,9,12,15,13,24,6,16,21,22,25. 

Case 3: 

By decreasing the key values by 1 at each row. 

                        A   =   key         =       

322

312

651





 

Sequence generated by the model. 

r= 11,1,3,20,0,6,18,18,6,20,2,6,20,13,6,20,24,6,20,8,8,20,26,6,23,25,15.  

The random sequence generated from this sequence is 

0,11,4,1,2,3,10,6,18,5,8,14,17,23,7,19,20,24,9,12,15,21,16,26,22,13,25 

Case 4: 

By increasing the key size to [4*4], we can increase the number of values of the sequence, which 

increases the strength of the algorithm.  

                    

                                A = key =   

4424

3323

2312

1651





 

Sequence generated for n=0 to 80 values represented to the base 3. 

r=0,33,60,0,0,6,0,9,20,54,57,60,0,0,40,0,19,20,54,54,60,54,54,74,9,20,20,33,60,60,0,6,26,9,20,26,57,6

0,61,0,40,80,19,20,23,54,60,71,54,74,80,20,20,47,60,60,71,6,26,26,20,26,26,60,61,80,40,80,80,20,23,

26,60,71,80,74,80,80,20,47,80. 

The random sequence formed by considering similar values, 

0,3,4,6,12,13,15,30,39,5,31,57,10,36,9,54,7,24,33,18,19,21,22,45,48,1,27,16,42,20,60,8,17,25,26,34,4

3,51,52,69,78,2,11,28,29,37,46,54,55,63,72,32,35, 

58,59,61,62,71,9,18,19,21,22,45,48,38,64,47,56,73,7,24,33,16,42,53,79,1,27,23,74,44,70,49,75,40,14,

66,80,41,50,65,67,68,76,77. 
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Case 5: 

                           A =       key   =   

4425

3324

2313

1652





 

  

Sequence generated n=0 to 80 values represented to the base 3. 

r=0,6,33,0,0,6,0,0,20,54,54,60,0,0,0,0,9.20,54,54,57,54,54,65,0,20,20,33,60,60,0,6,26,9,20,26,57,60,6

1,0,40,80,19,20,23,24,60,71,54,74,80,20,20,47,60,60,80,15,26,26,23,26,26,60,71,80,80,80,80,20,26,26

,26,16,80,80,74,80,80,47,74,80. 

 

The random sequence formed from the generated sequence 

0,3,4,6,7,12,13,14,15,24,30,39,1,5,31,57,45,20,36,8,17,25,26,34,43,44,51,52,69,32,35,58,59,61,62,70,

71,38,47,64,53,78,9,54,16,33,10,18,19,21,27,48,72,2,42,23,65,60,11,28,29,37,46,54, 

55,63,9,10,18,19,21,22,48,16,33,42,72,2,27,40. 

 

Case 6: 

    A     =     key     =                      

4426

3325

2314

1653





 

  

Sequence generated for n=0 to 80 values being represented to the base 3. 

r=0,3,6,0,0,3,0,0,10,54,54,60,0,0,0,0,0,20,54,54,54,54,54,55,0,10,20,33,60,60,0,6,26,9,20,26,57,60,61,

0,40,80,19,20,23,54,60,71,74,54,80,20,20,47,60,70,80,25,26,26,26,26,26,60,80,80,80,80,80,20,26,70,8

0,80,77,80,80,74,77,80. 

 

The random sequence formed from the generated sequence is 

0,3,4,6,7,12,13,14,15,16,22,28,37,79,80,1,5,2,29,39,48,54,62,63,64,65,66,67,71,72,74,75,78,9,10,18, 

9,20,43,47,45,46,76,31,8,23,40,17,24,32,41,49,50,68,51,42,38,25,33,55,21,26,60,30,56,57,58,59,69,11

,27,35,44,52,61,34,36,70,53,77,73. 
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5. Role of Statistical Tests on Sequence Generated: 

 

Uniform test tries to study the uniformity of a sequence generated. From the sequence 

generated, the first two consecutive points are considered as coordinates of a graph. The process is 

repeated for all the values of the sequence to generate the graph. For example, if a,b,c,d……..n  are the 

values of sequence generated, then the coordinates of the graph are  (a,b),(c,d)……….(n-1,n). If they 

are dependent they will form into lines or they will form into a plane. In this study, different cases are 

tried for both the algorithms to study the non uniformity distribution of values in the sequence. 

One more test that can test the randomness of the sequence generated is Chi Square test. In this test the 

sum of X 
2 

is calculated as  

                             

                                   X 
2  

= € (original value-expected value)
2
/Expected value. This X 

2 
is being used 

to calculate the probability of occurrence of the values in the random sequence generated.   

 

Universal tests: It tries to see whether the data can be compressed. Since in the given sequence, the 

repetition of values is minimum, we can say that the developed sequences are relatively free from this 

test. 

 

Repetition test: This test studies that each character of the sequence is not identical to the earlier 

character. In the sequence generated by the algorithm, the values are random and unique in nature, the 

probability that the values get repeated is 1/27.  Thus we can say that the sequence generated by the 

algorithm is relatively free from Uniformity test, Universal test & Repetition tests.  

The analysis is being done on sequences generated by the algorithm which shows the non 

uniformity in the values of sequence generated which ultimately provides Maximum strength to the 

algorithm. The analysis is being represented as graphs for the discussed algorithm (see Fig.1).  

 

When Chi-Square test is applied on the sequence generated in the different case studies, it is 

observed that the value of   X 
2 

formed is around 160 with a probability of occurrence of values at a 

very low kevel of 0.06. This shows that the sequence generated in the different cases is highly random 

in nature which provides sufficient strength to the encryption algorithm against crypto analysis. 

  

6. Conclusions 
                Using the developed algorithm, a sequence is generated which is used as sub key. Different 

statistical tests are applied on the sequence generated to test the validity of it. It is concluded that the 

developed algorithm is generating a random sequence which can be used as sub key which has 

sufficient strength against crypto analysis.  
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Figure 1: Sequential Data Representation of Algorithm 

 

References 

[1] Brics: Universally Comparable Notions Of Key Exchange And Secure Channels, Lecture Notes 

in Computer Science, Springer, Berlin, March 2004.  

[2] 2.Bruce Scheneier: Applied Cryptography (John Wiley & sons (ASIA) Pvt. Ltd. 1996. ISBN 0-

471-11709-9 

[3] Brassard G.: Modern Cryptology, A Tutorial Lecture Notes On Computer Science, (325), 

Springer-Verlag, Vol 10, No.1, Jan 99, pp 71-84 

[4] Henry Baker and Fred Piper: Cipher Systems (North wood books, London 1982). 

[5] J.William Stalling :Cryptography and Network Security  (Pearson Education,ASIA1998) 



 

International Journal of Advancements in Technology (IJoAT)    http://ijict.org/          ISSN 0976-4860 

 

Vol 1, No 1 (June 2010) ©IJoAT    25 

 

[6] 6. Krishna A.V.N.: A New Algorithm in Network Security For Generation Of Random Numbers, 

Journal for Scientific & Industrial research, Oct 2005 pp74-75.  

[7] Krishna A.V.N., S.N.N.Pandit: A New Algorithm In Network Security For Data Transmission, 

Acharya Nagarjuna International Journal of Mathematics and Information Technology, Vol: 1, 

No. 2, 2004 pp97-108 

[8] Krishna A.V.N, S.N.N.Pandit, A.Vinaya Babu: A Generalized Scheme For Data Encryption 

Technique Using A Randomized Matrix Key, Journal of Discrete Mathematical Sciences & 

Cryptography, Vol 10, No. 1, Feb 2007, pp73-81 

[9] Krishna A.V.N., A.Vinaya Babu: Web And Network Communication Security Algorithms, 

Journal on Software Engineering, Vol 1,No.1, July 06, pp12-14 

[10] Krishna A.V.N, A.Vinaya Babu: Pipeline Data Compression & Encryption Techniques in E-

Learning Environment, Journal of Theoretical and Applied Information Technology, Vol 3, 

No.1, Jan 2007, pp37-43   

[11] Krishna A.V.N, A.Vinaya Babu: A Modified Hill Cipher Algorithm for Encryption of Data in 

Data Transmission, Georgian Electronic Scientific Journal: Computer Science and 

Telecommunications 2007, No. 3(14) pp 78-83. 

[12] 12.Lester S. Hill, Cryptography in an Algebraic Alphabet, The American Mathematical Monthly 

36, June-July 1929, pp 306–312.  

[13] 13.Lester S. Hill, Concerning Certain Linear Transformation Apparatus of Cryptography, The 

American Mathematical Monthly 38, 1931, pp135–154.  

[14] 14. Maybec.J.S. (1981), Sign Solvability, Proceedings Of First Symposium On Computer 

Assisted Analysis And Model Simplification, Academic Press, NY.  

[15] 15.Pandit S.N.N (1961): A New matrix Calculus, J Soc., Ind. And Appl. Math. pp       632-637.  

 

 


