
About Efficient Algorithm for Factoring Semiprime Number

Yonatan Zilpa

Department of Mathematics, The Hebrew University of Jerusalem, Jerusalem, Israel

ABSTRACT
The complexity needed to factor large semiprime numbers is in the heart of public key cryptography. It is very

important to identify cases where semiprime factorization can be done efficiently. This article introduce

mathematical method for semiprime factorization. Hopefully it will help researchers to close further gaps and make

public key cryptography safer [1,2].
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If n happened to be small then this semiprime factor algorithm
may return answer very fast. Each increase of n by one increase
the running time by

We may improve this algorithm by starting from positive integer
that is greater than one. Simply start the algorithm with the first
positive integer n such that ∆n < 0. The running time of this
algorithm may vary according to the semiprime number that
needs to be factor. In particular the gap between the prime
factors should be chosen in such a way that n (in our algorithm)
is significantly large. I hope that this will help researchers to
make public key cryptography more robust and secure [3-5].
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